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1.0 INTRODUCTION 

1.1 Purpose

This Risk Management Plan (RMP) outlines the process for implementing risk management for the Unmanned Control & Tracking System (UCATS) system. 

Risk management is an organized method for continuously assessing and mitigating events that might adversely impact the program.  Therefore, risk management increases the probability/ likelihood of program success 

The process of risk management is to identify and measure risk; develop mitigation options; and select, plan, and implement appropriate risk mitigation steps to increate the probability of successful project completion.  It evaluates the likelihood, or probability, of an undesirable event occurring; assesses the consequences, or severity, of the event should it occur; evaluates the sources or root causes of the risk; and identifies the available risk mitigations. Effective risk management depends on early identification and analyses of risks; risk management planning; early implementation of corrective actions; continuous tracking and reassessment; and communication, documentation, and coordination. 
The UCATS system will focus on the essential elements outlined in the Risk Management Guide for DOD Acquisition (Risk Management Guide for DOD Acquisition, 6th edition, version 1.0 August 2006) 

· Define Risk Management Approach

· Risk Identification

· Risk Analysis

· Risk Mitigation Planning

· Risk Mitigation Plan Implementation  

· Risk Tracking

The UCATS system RMP will look at procurement, testing, integration, and operational events. This plan will: 

· Establish the UCATS system risk management organization and responsibilities

· Describe the methods for identifying, analyzing, prioritizing, and tracking risk drivers

· Provide risk information to support program decisions

· Recommend the documentation, monitoring and reporting processes associated with UCATS system risk management

· Smooth the progress of the development of risk-mitigation plans (with identified resource plans), and 

· Allow monitoring UCATS program as it proceeds.

Any changes to this plan will be forwarded to the UCATS system Project Manager (PM) for consideration.  Any changes to the UCATS system RMP will be reviewed and approved by the PM.

1.2 UCATS System Program Summary 

The UCATS tracks, coordinates, and directs airborne Unmanned Air Vehicles (UAVs) being used for mobile Target of Interest (TOI) tracking operations in an urban environment. The UCATS will reduce the manpower requirements encountered in the management of UAVs and the time required to generate a plan to have airborne UAVs intercept a TOI.   Currently, the coordination and control of UAVs is a resource-intensive task in terms of manpower.  The task of coordinating and controlling a single UAV requires several operators.  The UCATS reduces the manpower resources by determining which in-flight UAVs are best capable to track Targets of Interest (TOIs), recommending a UAV intercept course, monitoring the position of the UAVs, and providing re-tasking if the operator needs to track a new TOI.  Additionally, the time needed to generate intercept tasking is important when considering the TOIs are mobile, and the shorter the time to generate intercept tasking the better the prediction of where the TOIs may have gone, which increases the likelihood the UAVs will find the TOI to track.  This collaborative control will increase efficiency, save money and resources, and aide in security and homeland defense.  

UCATS consists of a ground based Command & Control (C2) center.  The external systems that must interact with UCATS includes an operator and up to five airborne UAVs.  UCATS will provide a decision support component to enable effective communication from the operator to the UAVs conducting the mission.  The UCATS will be responsible for initiating and updating assignments to the UAVs in-flight based on the urban environment and TOI information given by tasking authorithy. Figure 1 provides a notional view of the UCATS Concept of Operation.

Operationally, the UCATS recommends an intercept plan to the operator, communicate with UAVs, provide surveillance video from the UAVs to the operator, and accept operator’s requests and provide feedback.  The intercept plan includes predicting the TOI location at UAV intercept, determining if the intercept is feasible, recommending a UAV intercept course, and recommends a UAV-to-TOI assignment.  Initially, the UCATS operator will receive tasking to have one to five airborne UAVs track one to five TOIs.  The operator will input intercept tasking requirements and set-up preferences, which include the TOI location and description, TOI priorities, and current local area maps, which include no-fly zones.  Additionally, if the information is available, the operator can input the last known TOI heading and speed.  The UCATS will then use those tasking requirements to generate an intercept plan.  The operator will then use the UCATS recommendations to designate which UAV(s) should track which TOI(s).  The UCATS will then communicate with the UAVs and direct the UAVs to follow the UCATS calculated route to the TOI.  The UCATS will monitor the position of the UAVs.  As the operators, receives new TOIs and tasking, they will then use the UCATS to re-evaluate the UAV tasking and then redirect the UAVs as needed.

The use of UCATS in conjunction with UAVs that can autonomously track TOIs has several potential uses.  A system such as this could be used by the Department of Defense in the execution of the Global War On Terror (GWOT).  Other agencies within the United States Government could have uses for this system such as:  Border Patrol, Drug Enforcement Administration, Federal Bureau of Investigation, Homeland Security, and the Central Intelligence Agency.
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Figure 1-1:  UCATS System Concept Diagram

1.2.1 Program Management Approach 

A formal PM will manage the UCATS system.  The PM will oversee development and installation of the UCATS system.
1.2.2 Reference Documents

	Reference Document Title
	Issue Date

	Statement of Work (SOW)
	December 2009

	Systems Engineering Management Plan (SEMP)
	December 2009

	Product Assurance Plan (PAP)
	December 2009


 1.3 Definitions

Most of the definitions listed below are taken from Risk Management Guide for DOD Acquisition, 6th edition, version 1.0, August 2006. As the program matures, some definitions may be added and/or expanded to fit particular needs as allowed by DOD directives.  (Risk Management Guide for DOD Acquisition, 6th edition, version 1.0 August 2006) 

· Risk: A measure of future uncertainties in achieving program performance goals within defined cost and schedule constraints.

· Risk Analysis: The activity of examining each identified risk to refine the description of the risk, isolate the cause, and determine the effects and aiding in setting risk mitigation priorities.  It refines each risk in terms of likelihood, its consequence, and its relationship to other risk areas or processes.

· Risk Management: Risk management is defined as an overarching process that encompasses identification, analysis, mitigation planning, mitigation plan implementation, and tracking of future root causes and their consequence.

· Technical Risk: Technical risk is associated with the evolution of the design and the production of the UCATS system affecting the level of performance necessary to meet the operational requirements. Contractor and subcontractor design, test, and production processes (process risk) influence the technical risk and the nature of the product.

· Schedule Risk: Schedule risk is associated with the adequacy of the time estimated and allocated for the development, production, and fielding of the UCATS system. Two risk areas bearing on schedule risk are: The risk that the schedule estimates and objectives are not realistic and reasonable, and the risk that program execution will fall short of the schedule objectives for any reason.
· Cost Risk: Cost risk is associated with the ability of the program to achieve its life-cycle cost objectives for development, production, and fielding of the systems. Two risk areas bearing on cost are:  

· The risk that the cost estimates and objectives are not accurate and reasonable, and 

· The risk that program execution will not meet the cost objectives as a result of a failure to handle cost, schedule, and performance risks during any phase of development. 

· Risk Ratings: This is the value that is given to a risk event (or the program overall) based on the analysis of the probability/likelihood and consequences/impacts of the event.  For the UCATS system program, risk ratings of Low, Moderate, or High will be assigned based on the following criteria. 

· Low Risk: Has little or no potential for degradation of technical performance, and/or disruption of schedule, and/or increase in cost, and/or impact on other team(s), and/or detrimental impact on mission capability. Actions within the scope of the planned program and normal management attention should result in controlling acceptable risk. 

· Moderate Risk: This may cause some increase in cost, disruption of schedule, degradation of technical performance, and/or degradation of mission capability. Special action and management attention may be required to handle risk. 

· High Risk: Likely to cause significant or unacceptable increase in cost, disruption of schedule, and degradation of technical performance and/or degradation of mission capability. Significant additional action and high priority management attention will be required to handle risk. 

· Issue: A problem or consequence that has occurred due to the realization of a root cause is defined as an issue.  A current issue was likely a risk in the past that was ignored or not successfully mitigated.

· Independent Risk Assessor: An independent risk assessor is a person who is not in the management chain or directly involved in performing the tasks being assessed. Use of independent risk assessors is a valid technique to ensure that all risk areas are identified and that the consequence/impact and probability/likelihood (or process variance) are properly understood. 

· Metrics: Metrics are the measures used to indicate progress or achievement.  

· Critical Program Attributes: Critical Program Attributes are the programmatic cost, schedule and technical performance properties or values that are vital to the success of the UCATS system project.  These properties are derived from multiple sources, such Key Performance Parameters (KPPs), test plans, experimentation, Subject Matter Experts (SMEs) judgment, etc. 

2.0 RISK MANAGEMENT APPROACH 

2.1 General Approach

DODI 5000.2 states: “Risks must be well understood, and risk management approaches developed, before decision authorities can authorize a program to proceed into the next phase of the acquisition process.” This policy is implemented in DOD Regulation 5000.2-R, with more detailed guidance provided in the individual Service regulation. The Defense Acquisition Deskbook (Section 2.5.2) provides additional guidance, advice, and wisdom on the management of risk. 

The UCATS system project will use a centrally developed risk management strategy throughout the acquisition process and decentralized risk planning, assessment, handling, and monitoring. Risk management is applicable to all acquisition functional areas. 

2.2 Risk Management Strategy 

The risk management strategy is intended to identify critical areas and risk events, both technical and non-technical, and take necessary action to handle them before they can become problems that cause serious cost, schedule, technical performance, or mission capability impacts.  

Risk management within UCATS occurs at two levels: the system level and the segment/functional area level. System level risks are defined as those risks that impact the overall UCATS performance, cost, or schedule requirements and objectives. Segment risks are those that impact only the internal efforts of the UCATS teams. 

A two-step approach is used to establish and manage risks. A UCATS stakeholder presents a potential system level risk to Program Manager via a one-page Power Point nominating slide that captures the following information: Risk Identification (ID, Title, Owner, and Description), Handling Strategy, and Mitigation Steps. The nominating slide also identifies the risk rating (consequence, likelihood) by placing it on the 5x5 risk grid. Additionally it identifies the impacted area (performance, cost, schedule), and defines the project impact describing the consequence of the risk if it is realized vice mitigated and resolved. Appendix A provides the risk identification and analysis form.

Upon discussion and review, the Program Manager makes a decision to reject or accept the risk. If accepted, a stakeholder/Subject Matter Expert (SME) is assigned the task of creating the risk in a risk monitoring tool of the PM choosing, which will require more detailed information than the nominating slide template. The risk is then “Open” and is updated by the SME and reviewed by the Program Manager on a bi-monthly basis or as new information becomes available. 

The Risk Management Program has been defined and initiated to ensure that program life cycle risks are minimized, within available time and resources, and that satisfactory progress toward key life cycle milestones is maintained. UCATS risk management is an iterative process that will continue to evolve throughout the program life cycle as decisions are made based on trade studies, design approaches, and the results of specific risk mitigation actions. This plan, and any subsequent updates, will be reviewed and maintained by the System Engineering Organization.
2.2.1 Project Manager 

The PM is responsible for the overall coordination of the UCATS system RMP.  The PM’s responsibilities include: 

· Maintaining the UCATS system RMP

· Briefing the project team on the status of the UCATS system RMP, as appropriate

· Preparing risk management briefings, reports, and documents required for Program Reviews

· Analyzing and prioritizing all risks, risk-handling actions and drafting a consolidated UCATS System Risk Handling Plan

· Recommending revisions to UCATS System Risk Handling Plan, as appropriate

· Advising management on the use of independent risk assessors

· Providing local risk management training 

· Facilitating risk assessments and risk-handing strategies at all levels of the risk management program 

2.2.2 Independent Risk Assessors 

As recommended by the PM and when deemed appropriate by management, independent assessors may be used to ensure all risk areas are identified and properly assessed.   

3.0 RISK MANAGEMENT PROCESS AND PROCEDURES 

3.1 Overview

This section describes UCATS system project’s risk management process and provides an overview of the risk management approach.  The five step top level process in shown in Figure 3-1. The process partitions the top level functionality as follows:

· Define and Plan Risk Management Approach

· Identify Risks

· Analyze and Prioritize Risks

· Develop the Risk Mitigation Plan

· Execute the Mitigation Plan
· Track and Report Progress
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Figure 3-1 Risk Management Process Flow

This Risk Management Plan is intended to satisfy the first function; Define and Plan a Risk Management Approach. Each of the remaining risk management functions is discussed in the following paragraphs.

3.2 Risk Identification
The Risk Management Guide for DOD Acquisition defines risk as “a measure of future uncertainties in achieving program performance goals within defined cost and schedule constraints.” Risks have three components:
· A future root cause (yet to happen), which, if eliminated or corrected, would prevent a potential consequence from occurring,

· A probability (or likelihood) assessed at the present time of that future root cause occurring, and

· The consequence (or effect) of that future occurrence.

Before risks can be managed, they must be identified. Identifying risk involves capturing a clear statement of the risk (future root cause that may occur) and a separate statement defining the severity of the consequence if the root cause event occurs. A good risk statement clarifies the specific issue that will be assessed in terms of probability and consequence.

The intent of risk identification is to answer the question “what can go wrong?” by:

· Looking at current and proposed staffing, process, design, supplier, operational employment, resources, dependencies, etc.

· Monitoring test results, especially failures (readiness results and readiness problems for the Sustainment phase)

· Reviewing potential shortfalls against expectations, and

· Analyzing negative trends.

Additional candidate risks may be generated from ongoing segment development, testing, production and support efforts, issues/actions, lessons learned from previous programs and emergent programs that have been assigned budget and schedule.

3.3 Risk Analysis

The intent of risk analysis is to answer the question “How big is the risk?” by:

· Considering the likelihood of the future root cause occurrence;

· Identifying the possible consequences in terms of performance, schedule, and cost; and

· Identifying the risk level using the Risk Analysis Matrices shown in Tables 3-1 and 3-2.

	Level
	Probability
	Planned Approach & Process

	1
	Unlikely
	Will effectively avoid or mitigate this risk based on standard practices ~10%

	2
	Seldom
	Have usually mitigated this type of risk with minimal oversight in similar cases ~30%

	3
	Likely
	May mitigate this risk, but workarounds will be required ~50%

	4
	Occasional
	Cannot mitigate this risk, but a different approach might ~70%

	5
	Frequent
	Cannot mitigate this type of risk; no known processes or workarounds are available ~90%


Table 3-1 Probability of Occurrence Risk Analysis
For consistency across all UCATS risk management efforts, Tables 3-1 and 3-2 are to be used when estimating the probability of occurrence of the root cause of the risk, and the magnitude (severity) of the consequence. The definitions in the tables are guidelines. Typically, one or more elements of a rating definition will apply. It is not necessary that all elements of a given rating definition apply to the risk.

While the percentages for cost and schedule consequences are guidelines, SMEs need to consider whether milestones are being missed, whether external organizations are going to be affected, whether UCATS help is going to be needed, and whether further outside support is going to be needed. Individual SMEs should consider their own unique factors in determining the consequence of their risk. When using the percentage guidelines it is important to understand and document the baseline cost or schedule that is being used as well as the cost or schedule variance that is expected when computing the percentage of a potential cost or schedule consequence. For greater program management insight, it is important to document within the risk description, the rationale used in determining likelihood and consequence numbers. Figure 4-3 contains a matrix for general guidance on combining Probability of Occurrence and Severity of Consequence for an overall Risk Assessment.
	Level
	Performance
	Schedule
	Cost

	1
	Minimal or no consequence to technical performance
	Minimal or no impact
	Minimal or no impact

	2
	Minor reduction in technical performance or supportability; can be tolerated with little or no impact on program; same approach retained.
	Additional activities required: able to meet key dates. Schedule slip < 1 week
	Labor increase of  < 5% of

budget

	3
	Moderate reduction in technical performance or supportability with limited impact on program objectives; workarounds available.
	Minor schedule slip, no impact to key milestones. Slip < 2 weeks 
	Labor
increase < 10% of budget

	4
	Significant degradation in technical performance or major shortfall in supportability; may jeopardize program success; workarounds may not be available or may have negative consequences.
	Program critical path affected; all schedule float associated with key milestone exhausted. Slip < 4 weeks.
	Labor
increase < 20% of budget

	5
	Severe degradation in technical performance; cannot meet KPP or Key technical/supportability threshold; will jeopardize program success. No workarounds available.
	Cannot meet key program milestones. 
	Labor increase exceeds threshold or  > 30% of budget


Table 3-2 Potential Severity of Consequence Risk Analysis
The following paragraphs describe the overall Risk Assessment Ratings and the expected levels of action associated with them:

Low Risk: Little potential to cause disruption of schedule, increase cost, or degrade system performance. Normal contractor effort and Government monitoring should overcome difficulties encountered. Normal Oversight required.
Moderate Risk: Moderate potential to cause some disruption of schedule, increase cost, or degrade system performance. Additional contractor emphasis and moderate Government monitoring should be able to overcome difficulties encountered. Work-around should be prepared.
High Risk: Strong potential to cause disruption of schedule, increase cost, or degrade system performance even with some additional contractor emphasis and Government monitoring. Special attention will be required by both the Government and the contractor in order to overcome difficulties encountered. Proactive programmatic action is required.
	         Consequence
Probability
	Low

0.1
	Moderate

0.3
	High

0.5
	Very high

0.7
	Extremely High

0.9

	Frequent   0.45
	
	
	
	
	

	Occasional  0.30
	
	
	
	
	

	Likely          0.20
	
	
	
	
	

	Seldom        0.04
	
	
	
	
	

	Unlikely      0.01
	
	
	
	
	


Table 3-3 Overall Risk Assessment Ratings

Appendix C contains a summary of the UCATS Risk Assessment Guide (Table A-1).
3.4 Risk Mitigation Planning and Implementation

A risk mitigation plan is a set of scheduled tasks that will reduce the likelihood or consequence (or both) of a risk. The plan can be implemented only when some aspect of the risk is controllable by the Program. The intent of risk mitigation planning is to answer the question

“How can the risk be reduced?” One or more of the following mitigation options may apply:

· Avoiding risk by eliminating the root cause and/or the consequence,

· Controlling the cause or consequence,

· Transferring the risk, and/or

· Accepting the level of risk and continuing on the current program plan.

Risk mitigation planning is the activity that identifies, evaluates, and selects options to set risk at acceptable levels given program constraints and objectives. Risk mitigation planning is intended to enable program success. It includes the specifics of what should be done, when it should be accomplished, and the funding required to implement the risk mitigation plan. The most appropriate approach is selected from the mitigation options listed above and documented in the risk mitigation plan.
The level of detail depends on the program life-cycle phase and the nature of the need to be addressed. However, there must be enough detail to allow a general estimate of the effort required and the technological capabilities needed based on system complexity. The mitigation plan may include trade-off studies, risk control actions, and contingency planning to reduce or eliminate risk. These plans must consider several elements of the programs being reviewed, including: Critical System Characteristics, Critical System Constraints, and Critical System Impacts.

Critical System Characteristics are capabilities specifically identified to comply with either UCATS System Requirements Specification (SRS). 

Critical System Constraints are existing system characteristics that must not be changed. 
Critical System Impacts include those system parameters that may be adversely impacted by the incorporation of new capabilities. Measures of these impacted parameters must be continually monitored during development and production to ensure that no unacceptable degradation occurs. Maintenance of the current values for these parameters is the goal for any risk mitigation effort, but must be evaluated in terms of cost benefit analysis.

The intent of risk mitigation plan execution is to ensure successful risk mitigation results. It answers the question “How can the mitigation plan be incorporated?” It:

· Determines what planning, budget, and requirements and contractual changes are needed,

· Provides a coordination vehicle with management and other stakeholders,

· Directs the teams to execute the defined and approved mitigation plans,

· Outlines the risk reporting requirements for on-going monitoring, and

· Documents the change history.
3.5 Risk Mitigation Tracking, Reporting and Metrics

The intent of risk tracking is to ensure successful risk mitigation. It answers the question “How are things going?” by:

· Communicating risks to all stakeholders,

· Monitoring risk mitigation plans,

· Regularly reviewing status updates,

· Displaying risk management dynamics by tracking risk status within the Risk Reporting Matrix,

· Alerting management as to when risk mitigation plans should be implemented or adjusted.

It is expected that all owners/SMEs of system level risks will manage and track their own risks within a risk monitoring tool. The tool will be made available to all UCATS staff members and support contractors to track their internal, non-system level risks. Metric reports are available on the risk monitoring tool, which will be generated and reviewed by the PM to view. 
3.5.1 Risk Tracking

Risk tracking will include the following activities:
· Identifying new risks

· Creating and maintaining a prioritized Risk Index (Watch List)
· Monitoring mitigation steps (% complete, status)

· Reassessing each risk on a periodic basis, and/or after completion of each mitigation step

· Maintaining/updating Likelihood versus Consequence assessments

· Closing risks and their associated mitigation plans

· Adjusting mitigation steps or developing new mitigation steps (in response to new discoveries)

3.5.2 Risk Reporting

The following reports or briefs will be generated (or updated) as appropriate at various steps in the Risk Management Process:

· Late Mitigations Report

· Active/Open Risks Report

· Risk Summary Slide
· Mitigation Plan/Steps

· Risk Process Metrics
3.5.3 Process Metrics

Metrics may be necessary during intensive development periods to measure the effectiveness of the risk management process. The mitigation plan for each risk is entered into a risk monitoring tool. This tool will have the capability to provide numerous automated reports. The following are examples of metrics that can be tracked and presented to the PM in the form of trend charts:

· Past and current number of High, Moderate, Low, and closed risks at the UCATS system level and for each segment.

· Mitigation Plan Steps: Total number of steps, number currently active, number completed (totals across all plans).

· Risk Reduction Charts: Number of risks reduced from High to Moderate and from Moderate to Low as a result of mitigation plan completion and risk reassessment.

· This metric will also identify any risks that increase as a result of new discoveries during mitigation plan execution.

4.0 INITIAL UCATS SYSTEM RISKS

The following is the initial list of UCATS System risks.  Each risk has an event that could occur and its possible consequence.  A risk code is derived for each risk event using the risk assessment guide in Appendix C.  For each risk event a mitigation plan is described. The change to the risk code as a result of the enacted mitigation plan is also listed.  This list along with any additional risk events will be tracked by the PM. Appendix A and Appendix B provide the templates for the tables and forms in this section.
	Priority

Risk
	Risk ID

Number
	Risk Title
	Probability
	Impact
	Risk

Level
	Change
	Responsible

Person

	1
	001
	Communications Reliability
	Frequent
	Extremely High
	.41
	
	NEW
	Team DJ3K

	2
	002
	UAV Assignment Algorithm
	Occasional
	Extremely High
	.27
	
	NEW
	Team DJ3K

	4
	003
	Timeframe
	Occasional
	High
	.15
	
	NEW
	Team DJ3K

	5
	004
	Team Distance Constraints
	Likely
	Moderate
	.06
	
	NEW
	Team DJ3K

	6
	005
	Routing of UAVs
	Unlikely
	High
	.005
	
	NEW
	Team DJ3K

	3
	006
	Algorithm Requirements Creep
	Occasional
	Very High
	.21
	
	NEW
	Team DJ3K

	1
	007
	Lack of Sponsor Approval
	Frequent
	Extremely High
	.41
	
	NEW
	Team DJ3K


Figure 4-1:  Risk Analysis Summary
	Project: UCATS

	Risk ID number : UCATS-001

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: Communications Reliability
	Risk Category : Technical

	Risk Overview: Reliable, accurate communications in an urban environment can be difficult to achieve. 


	Specific Risk Issue: Tall buildings, interference, satellite delay, etc. are many of the problems that UCATS could encounter when communicating with UAVs. Selecting the best communications means is vital to make the UCATS operate properly. 


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Frequent
	.45
	Extremely High
	.9
	
	P-I  0.41
	RED
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 
1. Conduct an Analysis of Alternatives on the method of communication.
	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




	Project: UCATS

	Risk ID number : UCATS-002

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: UAV Assignment Algorithm
	Risk Category : Technical

	Risk Overview: The assignment algorithm of UAVs to TOIs could be difficult to achieve given the expertise areas of the technical team. 



	Specific Risk Issue: The knowledge of the technical team may not be great enough to create a reliable and robust UAV assignment algorithm. The team specialization areas are outside of the operations research field.


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Occasional
	.3
	Extremely High
	.9
	
	P-I  0.27
	RED
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 

1. Have the team work very closely with Ashwin Samant.
2. Interface regularly with out project sponsor.

3. Hold frequent technical reviews.

	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




	Project: UCATS

	Risk ID number : UCATS-003

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: Timeframe
	Risk Category : Schedule

	Risk Overview: The timeframe to complete the design of UCATS is very short. 



	Specific Risk Issue: The design team has only ~3 months to complete the design of the UCATS algorithm, prototype the algorithm, and document the UCATS.


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Occasional
	.3
	High
	.5
	
	P-I  0.15
	Yellow
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 

1. Hold regular status meetings.
2. Layout a detailed schedule of all the activities that must be performed.
3. Develop a tracking methodology to ensure compliance with the schedule. 
	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




	Project: UCATS

	Risk ID number : UCATS-004

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: Team Distance Constraints
	Risk Category : Technical

	Risk Overview: The team is divided between Dahlgren, VA and Fairfax, VA. 



	Specific Risk Issue: The project sponsor and our lead technical POC, Ashwin Samant are approximately 50 miles apart. Many of the team members are not full-time students and having the time to travel to GMU isn’t easy to come by.  This will prove to be a challenge during the algorithm development phase of the project when the team is attempting to interface with the existing tracking algorithm.


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Likely
	.2
	Moderate
	.3
	
	P-I  0.06
	Yellow
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 

1. Travel to GMU at least every 2 weeks during the peek of algorithm development.
2. Have frequent emails and conference calls with the entire team.
	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




	Project: UCATS

	Risk ID number : UCATS-005

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: Routing of UAVs
	Risk Category : Technical

	Risk Overview: The routing of the UAVs to the TOIs is an algorithm already developed and prototyped but not tested or fully understood by the UCATS team. 



	Specific Risk Issue: The UCATS team must interface with the existing code and algorithms already developed. The UCATS team does not have the technical expertise or timeframe to fully understand or test this interface and must go on the assumption that it is working properly.  


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Unlikely
	.01
	High
	.5
	
	P-I  0.005
	Green
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 

1. Conduct as much testing as possible in the UCATS development.
2. Interface regularly with Ashwin Samant, who coded the existing prototype to make sure the interface between UCATS and the existing system is correct.
	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




	Project: UCATS

	Risk ID number : UCATS-006

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: Algorithm Requirements Creep
	Risk Category : Technical

	Risk Overview: Requirements creep late in the semester is causing changes to the algorithm. 



	Specific Risk Issue: Algorithm changes by the sponsor late in the semester has levied more design requirements on the UAV assignment algorithm than originally thought. 


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Occasional
	.3
	Very High
	.7
	
	P-I  0.21
	RED
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 

1. Work closely with Ashwin Samant to work out the details of any necessary code changes.

2. Hold more status meetings with Dr. Chang to gain approval of the algorithm and show him the UCATS prototype. 
	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




	Project: UCATS

	Risk ID number : UCATS-007

	Date submitted:  09/28/09
	Owner:  J. Greene


	Risk Title: Lack of Sponsor Approval
	Risk Category : Technical

	Risk Overview: Lack of sponsor approval on some of the products is causing changes late in the development cycle. 



	Specific Risk Issue: Lack of sponsor approval on the SRS and other systems engineering documents is causing uncertainty whether the products being produced meet the needs of the sponsor. 


	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations  

	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	Frequent
	.45
	Extremely High
	.9
	
	P-I  0.41
	RED
	NEW

	Responsible: Team DJ3K

	Risk Mitigation: 

1. Interface with Dr. Chang as much as possible.

2. Highlight items in the SRS and other documents that relate specifically to the UAV assignment algorithm (the sponsors main concern). 
	Date: 

	Revision/Comments: (Precede each revision or comment with the date of entry)




APPENDICES
APPENDIX A: Risk Identification & Analysis Form 
The risk information briefing form provides a convenient template for displaying risk information pertinent to an individual risk.  Basic required elements for successful risk identification, assessment, and handling strategies are provided on the risk information briefing form.

	Project: Name of the project 

	Risk ID number : Sequential Number


	Date submitted:  The date when a risk is proposed
	Owner:  risk identifier


	Risk Title: Risk Name - Identification of risk - entered by risk identifier (any stakeholder)
	Risk Category : 

	Risk Overview: Background or overview of situation that causes you to consider it a risk item.



	Specific Risk Issue: Restate the specific risk event as an “If (this happens) due to (cause), then (that will happen)” statement.



	Risk Timeframe: This issue or event could occur in which phase(s) of the program? (Check all that apply)

 FORMCHECKBOX 
 Planning     FORMCHECKBOX 
  Design    FORMCHECKBOX 
 Fabrication /Procurement     FORMCHECKBOX 
 Assembly       FORMCHECKBOX 
Installation      FORMCHECKBOX 
 Integration and Testing 

 FORMCHECKBOX 
 Operations     



	Risk Assessment

	Probability
	Consequence
	Rational for Impact or Probability
	Risk Level
	Change

	
	
	
	
	
	P-I
	 
	

	Responsible: A person responsible to carry out the mitigation plan


	Risk Mitigation: For a risk, describe the sequence of events that might happen to fix the problem at the time this risk occurred for each of the phases checked in the “Risk Timeframe” above, assuming nothing is done to mitigate this risk before it occurs.
	Date: The Date when the mitigation plan will be carried out

	Revision/Comments: (Precede each revision or comment with the date of entry)




Note:

	Change to Grade Level  since last assessment

	NEW
	New risk
	
	Grading Level decreased

	-
	No change to Grade Level
	
	Grading Level increased


APPENDIX B: Risk Analysis Summary and Prioritization of Risks Form

This table is the summary of the risks anticipated and the prioritization the risks based on risk level. It also demonstrates the probability of occurrence, impact, risk level and its change for each responding to each risk.
	Priority

Risk
	Risk ID

Number
	Risk Title
	Probability
	Impact
	Risk

Level
	Change
	Responsible

Person

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	


APPENDIX C: Risk Assessment Guide
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Figure A-1:  UCATS System Risk Assessment Guide

Technical Performance:  This category includes all requirements that are not included in the other three metrics of the Consequence table.  The wording of each level is oriented toward design processes, production processes, life cycle support, and to retirement of the system. For example, the word “margin” could apply to weight margin during design, safety margin during testing, or machine performance margin during production.

Schedule:   Schedule consequence is the expected delay that will result directly from the risk occurring, and is not the time it is expected to take to mitigate the risk.  Risk mitigation schedule is part of the risk mitigation assessment, and not the risk assessment.

Cost:  Since costs vary from component to component and process to process, the percentage criteria shown shall be applied to the major system cost.  When the major system is the risk itself, then the cost percentage is applied against the total system cost.

Project Impact:  The mission consequence of a risk is associated with an inability of the UCATS System to meet its operational performance capabilities.

APPENDIX D: Acronyms
C2

Command and Control
DOD 

Department of Defense
GWOT

Global War on Terror
KPP 

Key Performance Parameters
PAP

Product Assurance Plan
PM 

Program Manager

RMP

Risk Management Plan
SEMP

Systems Engineering Management Plan
SME 

Subject Matter Expert
SOW

Statement of Work

TOI

Target of Interest
UAV

Unmanned Aerial Vehicle
UCATS

Unmanned Control & Tracking System
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